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COMMUNITY MIND CONNECT C.I.C. SAFEGUARDING POLICY

1. Introduction
CMC is committed to safeguarding and promoting the welfare of children and vulnerable adults who engage with our art and well-being, community engagement, and education empowerment programs. We recognize that we have a duty of care to protect individuals from harm and abuse, and to create a safe and supportive environment for everyone.
2. Scope 
This policy applies to all CMC staff, volunteers, trustees, contractors, and anyone acting on behalf of CMC who comes into contact with children or vulnerable adults.
3. Definitions
· Child: Anyone under the age of 18.
· Vulnerable Adult: A person aged 18 or over who is or may be unable to take care of themselves or protect themselves from harm or exploitation. This may include, but is not limited to, individuals with disabilities, mental health problems, or those experiencing social isolation.   
· Abuse: Includes physical, emotional, sexual abuse, neglect, and financial or material abuse.
4. Legal Framework
This policy is underpinned by the following key legislation and guidance:
· The Children Act 1989 and 2004: Sets out the framework for protecting children in England and Wales.
· Safeguarding Vulnerable Groups Act 2006: Introduced the Disclosure and Barring Service (DBS) to help prevent unsuitable people from working with vulnerable groups.
· The Care Act 2014: Sets out the legal framework for safeguarding adults in England.
· Working Together to Safeguard Children (latest version): Provides statutory guidance on inter-agency working to safeguard and promote the welfare of children.
· Keeping Children Safe in Education (latest version): Provides statutory guidance for schools and colleges on safeguarding children.   
· Mental Capacity Act 2005: Provides a legal framework for making decisions on behalf of individuals who lack the capacity to do so themselves.
· Human Rights Act 1998: Incorporates the European Convention on Human Rights into UK law.
· Data Protection Act 2018 and UK GDPR: Ensures that personal data is handled securely and confidentially.
· Disclosure and Barring Service (DBS) checks: Legislation dictates who needs a DBS check, and what level of check is required.
5. Principles
CMC is committed to:
· Recognizing that safeguarding is everyone's responsibility.
· Establishing a safe and supportive environment for children and vulnerable adults.
· Responding promptly and appropriately to any concerns about abuse.
· Working in partnership with statutory agencies and other organizations to safeguard individuals.
· Ensuring that staff and volunteers receive appropriate training and support.
· Maintaining accurate and confidential records.
6. Responsibilities
· Designated Safeguarding Lead (DSL): Responsible for overseeing safeguarding within CMC, providing advice and support to staff and volunteers, and liaising with statutory agencies. (THOMAS STEVEN BURNS)
· CMC Management: Responsible for ensuring that this policy is implemented and reviewed, and for providing adequate resources for safeguarding.
· Staff and Volunteers: Responsible for following this policy, reporting any concerns about abuse, and attending relevant training.
7. Procedures
· Reporting Concerns: Clear procedures for reporting concerns about abuse, including contact details for the DSL and statutory agencies.
· Responding to Allegations: Procedures for responding to allegations of abuse, including conducting investigations and liaising with statutory agencies.
· Safer Recruitment: Procedures for recruiting staff and volunteers, including DBS checks and reference checks.
· Training: Regular safeguarding training for staff and volunteers.
· Record Keeping: Procedures for maintaining accurate and confidential records.
· Online Safety: Procedures for ensuring online safety, including monitoring online activity and providing guidance on safe internet use.
· Risk Assessments: Procedures for conducting risk assessments to identify potential safeguarding risks.
8. Policy Review
This policy will be reviewed annually or more frequently as required to ensure its effectiveness and compliance with current legislation.
9. Contact Information
PROJECT MANAGER & FOUNDER: THOMAS BURNS
E: thomas@cmindconnect.co.uk 
Tel: 07916353954 
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